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such individual shall address an in-
quiry in writing to the Privacy Officer,
Oversight Board, 1777 F Street, NW.,
Washington, DC 20232. Notwithstanding
the preceding sentence, an individual
employed by the Board is not required
while so employed to make such in-
quiry in writing. The written inquiry
shall:

(1) Identify the system of records
maintained by the Board or reasonably
describe the type of record in sufficient
detail to permit the Privacy Officer to
identify an existing system of records;
and

(2) Identify the individual making
the inquiry or on whose behalf the in-
quiry is made. The Privacy Officer may
require such information concerning
the identity or authority of an individ-
ual or guardian as the Privacy Officer
deems appropriate, as provided under
§ 1503.4(b).

(b) The Privacy Officer shall ordi-
narily inform an inquirer whether a
system of records described in the writ-
ten inquiry contains a record pertain-
ing to an individual within ten busi-
ness days following receipt of the in-
quiry. If the Privacy Officer is unable
to respond to a written inquiry within
ten business days following its receipt,
the Privacy Officer shall inform the in-
quirer of the reasons for delay and the
anticipated date of response.

(c) An affirmative response shall de-
scribe or reference the procedures to be
followed in order to gain access to a
record.

§ 1503.4 Requests for disclosure of
records.

(a) Requests by or on behalf of an in-
dividual for access to records pertain-
ing to such individual in a system of
records shall be submitted in writing
to the Privacy Officer, Thrift Depositor
Protection Oversight Board, 1777 F
Street, NW., Washington, DC 20232, in
accordance with the requirements of
paragraph (b) of this section. The writ-
ten request may be mailed, or pre-
sented in person on a business day be-
tween 9 a.m. and 5 p.m. to the Privacy
Officer at the offices of the Board spec-
ified in the preceding sentence. The
written request and the envelope (if the
request is mailed) shall be clearly
marked ‘‘Privacy Act Request.’’ Not-

withstanding the first sentence of this
paragraph (a), an individual employed
by the Board is not required while so
employed to request access to his or
her records in writing.

(b) Each written request shall be
dated and signed and shall include:

(1) The name, address, and telephone
number of the person signing the re-
quest;

(2) The name, address, and telephone
number of the individual to whom a re-
quested record pertains, if such individ-
ual is not the person signing the re-
quest, with evidence of authority to
act on behalf of the record subject;

(3) Verification of identity, by pro-
viding a document, such as a photo-
copy of a driver’s license, bearing the
signature of the person signing the re-
quest.

(4) Certified or authenticated copies
of documents establishing parentage or
guardianship if the request is made by
the guardian of the individual to whom
the requested record pertains;

(5) A statement that the individual
whose records are requested is a citizen
of the United States or an alien law-
fully admitted for permanent residence
in the United States; and

(6) The name and location of the sys-
tem of records in which the requested
records are contained.

(c) An individual who appears in per-
son at the offices of the Board to sub-
mit a written request for access to his
or her records shall present two forms
of identification, such as a driver’s li-
cense, birth certificate, or employment
identification card, sufficient to estab-
lish his or her identity.

(d) Unless a requested record is pub-
licly available pursuant to the Free-
dom of Information Act, 5 U.S.C. 552,
the Privacy Officer may require certifi-
cation by a notary public attesting to
the identity of a requesting individual
or other evidence establishing the iden-
tity of the requesting individual as a
condition of making available or re-
leasing a copy of a record pertaining to
such individual. If a request is made by
a guardian or another person acting on
behalf of the individual, the Privacy
Officer may require appropriate evi-
dence of authority to act on behalf of
the individual whose records are re-
quested.
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(e) Requests by or on behalf of an in-
dividual for an accounting made pursu-
ant to 5 U.S.C. 552a(c) of previous dis-
closures of records pertaining to such
individual in a system of records shall
also be made and processed in accord-
ance with paragraphs (a) through (d) of
this section.

§ 1503.5 Disclosure of requested
records.

(a) The Privacy Officer shall ordi-
narily respond to a request for access
to records or an accounting of previous
disclosures within ten business days
following receipt of a request. If the
Privacy Officer is unable to respond
within ten business days following re-
ceipt of a request, the Privacy Officer
shall inform the requester within ten
business days following receipt of a re-
quest of the reasons for delay and the
anticipated date of response.

(b) The Privacy Officer, in responding
to a request for access to records, shall
inform the requester:

(1) Whether or not a requested record
is maintained by the Board in a system
of records;

(2) Whether or not access will be
granted;

(3) If access is granted, of a reason-
able time, place, and procedure for pro-
viding access to and copies of the re-
quested records;

(4) Of any fees that may be required
pursuant to § 1503.11;

(5) Of any additional information
that may be required as a condition of
granting access; and

(6) If access to a record is denied, the
reason or reasons for denial and the
procedures for obtaining a review of
such denial.

(c) The requester of records may be
accompanied in the inspection and dis-
cussion of such records by a person
chosen by the requester, provided that
the requester submits a written and
signed statement authorizing the pres-
ence of such person during such inspec-
tion and discussion.

§ 1503.6 Special procedure: Medical
records.

Medical records requested pursuant
to § 1503.4 will be disclosed to the re-
quester unless the disclosure of such
records directly to the requester, in the

judgment of the Privacy Officer, could
have an adverse effect upon the re-
quester. In such case, such information
will be forwarded to a licensed physi-
cian named by the requester.

§ 1503.7 Requests for amendment of
records.

(a) An individual or his or her guard-
ian may request amendment of records
pertaining to such individual in accord-
ance with the requirements of this sec-
tion. Such request shall be in writing
and shall be submitted to the Privacy
Officer, Thrift Depositor Protection
Oversight Board, 1777 F Street, NW,
Washington, DC 20232, by mail, or in
person on a business day between 9
a.m. and 5 p.m. The written request
and the envelope (if the request is
mailed) shall be clearly marked ‘‘Pri-
vacy Act Record Amendment.’’

(b) Each request shall be dated and
signed and shall:

(1) Identify the system of records
containing the record for which amend-
ment or connection is requested;

(2) Specify the record requested to be
amended or corrected;

(3) Specify requested additions and
deletions;

(4) State the reasons for each re-
quested amendment or correction, with
appropriate supporting information or
documentation; and

(5) Identify the requester, referring
specifically to any previous written re-
quest for access submitted pursuant to
§ 1503.4 or providing the documentation
concerning the individual and his or
her guardian required by § 1503.4(b).

(c) An individual who appears in per-
son at the offices of the Board to sub-
mit a written request for amendment
or correction of his or her records shall
present two forms of identification
such as a driver’s license, birth certifi-
cate, or employment identification
card, sufficient to establish his or her
identity.

(d) The Privacy Officer may require
additional evidence of the identity or
authority of the requester.

(e) This section does not authorize or
permit collateral attack upon the re-
sults or findings of a previous judicial
or administrative proceeding.
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